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Restricted Access to and Security 

Clearance for CCTV recordings 

As a government agency and no less than the country’s national university, the University is 

covered by the National Privacy Commission (NPC) Circular on Security of Personal Data in 

Government Agencies. 

This NPC Circular requires that there should be appropriate security clearance to all data 

centers used to store CCTV recordings. This should be enforced by an access control system 

that records when, where, and by whom the data centers are accessed. Access records and 

procedures should be reviewed by [Redacted] management regularly. 

As a government agency, [Redacted] should strictly regulate access to personal data under 

its control or custody. It should grant access to personnel through the issuance of a security 

clearance
1
 by the head of [Redacted]. A security clearancse(1023<</MC3(y)on)-2(g)m

[(b)-9(y).99 Tancthe orcy
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Confidentiality 

This document, its contents, and any attachments included are privileged, confidential, and 

exclusively for the intended recipient. No part of this document may be reproduced or 

exhibited without the written consent of the UP Diliman Data Protection Officer. In case of 

wrongful receipt of or unauthorized access to this material, please immediately inform the 

author and permanently delete the wrongfully received copy. 


